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QUESTION 1

Which statement describes an EIGRP feasible successor route? 

A. A primary route, added to the routing table 

B. A backup route, added to the routing table 

C. A primary route, added to the topology table 

D. A backup route, added to the topology table 

Correct Answer: D 

 

 

QUESTION 2

Refer to the exhibit. 

The show interfaces serial 0/1 command was issued on the R10-1 router. Based on the output displayed which
statement is correct? 

A. The cable connected to the serial 0/1 interface of the R10-1 router is a DTE cable. 



B. The R10-1 router can ping the router interface connected to the serial 0/1 interface. 

C. The clock rate used for interface serial 0/1 of the R10-1 router is 1,544,000 bits per second. 

D. The CSU used with the serial 0/1 interface of the R10-1 router has lost connection to the service provider. 

E. The interface of the remote router connected to the serial 0/1 interface of the R10-1 router is using the default serial
interface encapsulation. 

Correct Answer: E 

Cisco High-Level Data Link Controller (HDLC) is the Cisco proprietary protocol for Cisco HDLC is the default
encapsulation type for the serial interfaces. 

 

QUESTION 3

In GLBP, which router will respond to client ARP requests? 

A. The active virtual gateway will reply with one of four possible virtual MAC addresses. 

B. All GLBP member routers will reply in round-robin fashion. 

C. The active virtual gateway will reply with its own hardware MAC address. 

D. The GLBP member routers will reply with one of four possible burned in hardware addresses. 

Correct Answer: A 

 

 

QUESTION 4

Refer to the exhibit. 



The output that is shown is generated at a switch. Which three statements are true? (Choose three.) 

A. All ports will be in a state of discarding, learning, or forwarding. 

B. Thirty VLANs have been configured on this switch. 

C. The bridge priority is lower than the default value for spanning tree. 

D. All interfaces that are shown are on shared media. 

E. All designated ports are in a forwarding state. 

F. This switch must be the root bridge for all VLANs on this switch. 

Correct Answer: ACE 

From the output, we see that all ports are in Designated role (forwarding state) -> A and E are correct. The command
"show spanning-tree vlan 30 only shows us information about VLAN 30. We don\\'t know how many VLAN exists in this 

switch -> B is not correct. 

The bridge priority of this switch is 24606 which is lower than the default value bridge priority 32768 -> C is correct. 

All three interfaces on this switch have the connection type "p2p", which means Point-to-point environment not a shared
media -> D is not correct. 

The only thing we can specify is this switch is the root bridge for VLAN 3o but we can not guarantee it is also the root
bridge for other VLANs -> F is not correct. 

 

QUESTION 5

What is the default administrative distance of OSPF? 

A. 90 



B. 100 

C. 110 

D. 120 

Correct Answer: C 

Default Distance Value Table 

This table lists the administrative distance default values of the protocols that Cisco supports: 

 

QUESTION 6

At which layer of the OSI model is RSTP used to prevent loops? 

A. physical 

B. data link 

C. network 

D. transport 

Correct Answer: B 

RSTP and STP operate on switches and are based on the exchange of Bridge Protocol Data Units (BPDUs) between
switches. One of the most important fields in BPDUs is the Bridge Priority in which the MAC address is used to elect the
Root Bridge , RSTP operates at Layer 2.



http://www.cisco.com/en/US/tech/tk389/tk621/technologies_white_paper09186a0080094cfa.shtml 

 

QUESTION 7

The network administrator has been asked to give reasons for moving from IPv4 to IPv6. What are two valid reasons for
adopting IPv6 over IPv4? (Choose two.) 

A. no broadcast 

B. change of source address in the IPv6 header 

C. change of destination address in the IPv6 header 

D. Telnet access does not require a password 

E. autoconfig 

F. NAT 

Correct Answer: AE 

Six Benefits Of IPv6 http://www.networkcomputing.com/ipv6/six-benefits-of-ipv6/230500009 

With IPv6, everything from appliances to automobiles can be interconnected. But an increased number of IT addresses
isn\\'t the only advantage of IPv6 over IPv4. In honor of World IPv6 Day, here are six more good reasons to make sure
your hardware, software, and services support IPv6. More Efficient Routing IPv6 reduces the size of routing tables and
makes routing more efficient and hierarchical. IPv6 allows ISPs to aggregate the prefixes of their customers\\' networks
into a single prefix and announce this one prefix to the IPv6 Internet. In addition, in IPv6 networks, fragmentation is
handled by the source device, rather than the router, using a protocol for discovery of the path\\'s maximum
transmission unit (MTU). 

More Efficient Packet Processing IPv6\\'s simplified packet header makes packet processing more efficient. Compared
with IPv4, IPv6 contains no IP-level checksum, so the checksum does not need to be recalculated at every router hop.
Getting rid of the IPlevel checksum was possible because most link-layer technologies already contain checksum and
error-control capabilities. In addition, most transport layers, which handle end-to-end connectivity, have a checksum that
enables error detection. Directed Data Flows IPv6 supports multicast rather than broadcast. Multicast allows bandwidth-
intensive packet flows (like multimedia streams) to be sent to multiple destinations simultaneously, saving network
bandwidth. Disinterested hosts no longer must process broadcast packets. In addition, the IPv6 header has a new field,
named Flow Label, that can identify packets belonging to the same flow. Simplified Network Configuration Address auto-
configuration (address assignment) is built in to IPv6. A router will send the prefix of the local link in its router
advertisements. A host can generate its own IP address by appending its link-layer (MAC) address, converted into
Extended Universal Identifier (EUI) 64-bit format, to the 64 bits of the local link prefix. 

Support For New Services By eliminating Network Address Translation (NAT), true end-to-end connectivity at the IP
layer is restored, enabling new and valuable services. Peer-to-peer networks are easier to create and maintain, and
services such as VoIP and Quality of Service (QoS) become more robust. Security IPSec, which provides
confidentiality, authentication and data integrity, is baked into in IPv6. Because of their potential to carry malware, IPv4
ICMP packets are often blocked by corporate firewalls, but ICMPv6, the implementation of the Internet Control Message
Protocol for IPv6, may be permitted because IPSec can be applied to the ICMPv6 packets. 

 

QUESTION 8

Refer to the exhibit. 



Why has this switch not been elected the root bridge for VLAN1? 

A. It has more than one interface that is connected to the root network segment. 

B. It is running RSTP while the elected root bridge is running 802.1d spanning tree. 

C. It has a higher MAC address than the elected root bridge. 

D. It has a higher bridge ID than the elected root bridge. 

Correct Answer: D 

 

http://www.cisco.com/en/US/tech/tk389/tk621/technologies_tech_note09186a008009482f.shtml 

When a switch receives a BPDU, it first compares priority, the lower number wins. If a tie, compare MAC, the smaller
one wins. Here Switch has 32769 priority which is greater than 20481 so switch will not elect for root bridge. It says the
bridge priority for Switch is 32769, and the root priority is 20481. Which means that some other switch has the lower
priority and won the election for VLAN 1. 

 

QUESTION 9

Which commands are required to properly configure a router to run OSPF and to add network 192.168.16.0/24 to OSPF
area 0? (Choose two.) 

A. Router(config)# router ospf 0 

B. Router(config)# router ospf 1 

C. Router(config)# router ospf area 0 



D. Router(config-router)# network 192.168.16.0 0.0.0.255 0 

E. Router(config-router)# network 192.168.16.0 0.0.0.255 area 0 

F. Router(config-router)# network 192.168.16.0 255.255.255.0 area 0 

Correct Answer: BE 

In the router ospf 

Command, theranges from 1 to 65535 so o is an invalid number - B is correct but A is not correct. To configure OSPF,
we need a wildcard in the "network" statement, not a subnet mask. We also need to assgin an area to this process - E is
correct. 

 

QUESTION 10

A network administrator needs to configure port security on a switch. Which two statements are true? (Choose two.) 

A. The network administrator can apply port security to dynamic access ports. 

B. When dynamic MAC address learning is enabled on an interface, the switch can learn new addresses, up to the
maximum defined. 

C. The sticky learning feature allows the addition of dynamically learned addresses to the running configuration. 

D. The network administrator can configure static secure or sticky secure MAC addresses in the voice VLAN. 

E. The network administrator can apply port security to EtherChannels. 

Correct Answer: BC 

 

 

QUESTION 11

Which two statements describe the process identifier that is used in the command to configure OSPF on a router?
(Choose two.) Router(config)# router ospf 1 

A. All OSPF routers in an area must have the same process ID. 

B. Only one process number can be used on the same router. 

C. Different process identifiers can be used to run multiple OSPF processes 

D. The process number can be any number from 1 to 65,535. 

E. Hello packets are sent to each neighbor to determine the processor identifier. 

Correct Answer: CD 

we all know that The areas can be any number from 0 to 4.2 billion and 1 to 65,535 for the Process ID. The process ID
is the ID of the OSPF process to which the interface belongs. The process ID is local to the router, and two OSPF
neighboring routers can have different OSPF process IDs. (This is not true of Enhanced Interior Gateway Routing



Protocol [EIGRP], in which the routers need to be in the same autonomous system). Cisco IOS Software can run
multiple OSPF processes on the same router, and the process ID merely distinguishes one process from the another.
The process ID should be a positive integer. 

 

QUESTION 12

Select and Place: 

Correct Answer: 

Explanation/Reference:

+ holddown timer: prevents a router from improperly reinstating a route from a regular routing update

+ split horizon: prevents information about a route from being sent in the direction from which the route was learned

+ defining a maximum: prevents invalid updates from looping the internetwork indefinitely



+ route poisoning: causes a routing protocol to advertise an infinite metric for a failed route

+ triggered update: decreases convergence time by immediately sending route information in response to a topology
change
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