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QUESTION 1

What does the eTrust Access Control STOP technology do? 

A. Prevents users from performing an "su" command 

B. Prevents unauthorized copying of files or other resources 

C. Prevents buffer overflow attacks from executing arbitrary code 

D. Prevents eTrust Access Control from being shut down by unauthorized users 

Correct Answer: C 

 

QUESTION 2

The scope of an eTrust Admin Administrator can be limited to which groups? 

A. Any arbitrary group of users 

B. Specified Native OS Groups 

C. Specified eTrust Admin User Groups 

D. Specified eTrust Admin Directory Groups 

Correct Answer: A 

 

QUESTION 3

By default, where are the configuration settings for the eTrust SiteMinder Profiler stored? 

A. In the smtracedefault.dtd file, which is stored in the Policy Server "log" subdirectory 

B. In the smtracedefault.xhtml file, which is stored in the Policy Server "bin" subdirectory 

C. In the smtracedefault.txt file, which is stored in the Policy Server "config" subdirectory 

D. In the smtracedefault.xsl file, which is stored in the Policy Server "config" subdirectory 

E. In the smtracedefault.xsd file, which is stored in the Policy Server "config" subdirectory 

Correct Answer: C 

 

QUESTION 4

In which language are SSO login scripts written? 

A. Perl 



B. TCL 

C. VBScript 

D. Visual Basic for Applications (VBA) 

Correct Answer: B 

 

QUESTION 5

What does the eTrust Access Control WARN mode do? 

A. Generates an alarm for intruder lockouts 

B. Traces and reports all activity by a single user 

C. Monitors critical files for unauthorized modification 

D. Allows new rules to be checked before they are turned on 

Correct Answer: D 

 

QUESTION 6

Which three items are eTrust Access Control daemons? (Choose three.) 

A. seosd 

B. secons 

C. selogrd 

D. seoswd 

E. seagent 

Correct Answer: ADE 

 

QUESTION 7

In eTrust SiteMinder, using HTML Forms Authentication, you may decide to collect any number of responses by using
the @smheaders directive. How would that notations format appear within the FCC file if you want to collect multiple
headers on a single form? 

A. @smheaders=header1/header2/header3 

B. @smheaders=header1:header2:header3 

C. @smheaders=header1; header2; header3 

D. @smheaders=header1, header2, header3 



Correct Answer: B 

 

QUESTION 8

Which two eTrust SSO components are installed on the client machine? (Choose two.) 

A. SSO Tools 

B. SSO Agent 

C. SSO Broker 

D. seosd Agent 

Correct Answer: AB 

 

QUESTION 9

Which two items are Global Authorization Attributes (Choose two.) 

A. USER 

B. HOST 

C. ADMIN 

D. GROUP 

E. AUDITOR 

Correct Answer: CE 

 

QUESTION 10

How does the Universal Feed Option submit changes to eTrust Admin? 

A. Through the etautil utility 

B. Through the workflow engine 

C. Through the Delegated Admin interface 

D. Through the SPML Provisioning Service Poinit (PSP) 

Correct Answer: B 

 

QUESTION 11

How do you create a user account using eTrust Admin? 



A. Define a global user 

B. Drag a user onto a role 

C. Perform a cautil command 

D. Drag a user from a role onto a namespace 

Correct Answer: B 

 

QUESTION 12

What is a Namespace? 

A. An individual machine\\'s operating system security database 

B. The name of the domain identified to eTrust Admin Directory 

C. The name of an individual machine that is discovered by eTrust Admin 

D. An environment that is managed by eTrust Admin and shared by several systems in a domain 

Correct Answer: D 
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