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QUESTION 1

One characteristic of the Notice of Privacy Practices is: 

A. It must be written in plain, simple language. 

B. It must explicitly describe all uses of PHI. 

C. A description about the usage of hidden security cameras for tracking patient movements for implementing privacy. 

D. A description of the duties of the individual. 

E. A statement that the individual must abide by the terms of the Notice. 

Correct Answer: A 

 

 

QUESTION 2

Select the FALSE statement regarding the administrative requirements of the HIPAA privacy rule. 

A. A covered entity must mitigate, to the extent practicable, any harmful effect that it becomes aware of from the use or
disclosure of PHI in violation of its policies and procedures or HIPAA regulations. 

B. A covered must not in any way intimidate, retaliate, or discriminate against any individual or other entity, which files a
complaint. 

C. A covered entity may not require individuals to waive their rights as a condition for treatment, payment, enrollment in
a health plan, or eligibility for benefits. 

D. A covered entity must retain the documents required by the regulations for a period of six years. 

E. A covered entity must change its policies and procedures to comply with HIPAA regulations no later than three years
after the change in law. 

Correct Answer: E 

 

QUESTION 3

Implementing policies and procedures to prevent, detect, contain, and correct security violations is required by which
security standard? 

A. Security incident Procedures 

B. Assigned Security Responsibility 

C. Access control 

D. Facility Access Controls 



E. Security Management Process 

Correct Answer: E 

 

 

QUESTION 4

A doctor sends patient records to another company for data entry services. A bonded delivery service is used for the
transfer. The records are returned to the doctor after entry is complete, using the same delivery service. The entry
facility and the network they use are secure. The doctor is named as his own Privacy Officer in written policies. The
doctor has written procedures for this process and all involved parties are documented as having been trained in them
The doctor does not have written authorizations to disclose Protected Health Information (PHI). Is the doctor in violation
of the Privacy Rule? 

A. No - This would be considered an allowed "routine disclosure between the doctor and his business partner. 

B. Yes - There is no exception to the requirement for an authorization prior to disclosure, no matter how well intentioned
or documented. 

C. Yes - a delivery service is not considered a covered entity 

D. Yes - to be a "routine disclosure" all the parties must have their own Privacy Officer as mandated by l-IIPAA. 

E. Yes - this is not considered a part of "treatment", which is one of the valid exceptions to the Privacy Rule. 

Correct Answer: A 

 

 

QUESTION 5

The best example of a party that would use the 835 - Health Care Claim Payment/Advice transaction is: 

A. HHS 

B. A community health management information system. 

C. Health statistics collection agency. 

D. Government agency. 

E. Insurance Company. 

Correct Answer: E 

 

 

QUESTION 6

When a breach of security\\' is discovered, policies and procedures defined under this implementation specification



should be followed: 

A. Automatic Logoff 

B. Access Establishment and Modification 

C. Termination Procedures 

D. Response and Reporting 

E. information system Activity Review 

Correct Answer: D 

 

 

QUESTION 7

To comply with the Privacy Rule, a valid Notice of Privacy Practices: 

A. Is required for all Chain of Trust Agreements. 

B. Must allow for the patient\\'s written acknowledgement of receipt. 

C. Must always be signed by the patient. 

D. Must be signed in order for the patient\\'s name to be sold to a mailing list organization. 

E. Is not required if an authorization is being developed. 

Correct Answer: B 

 

QUESTION 8

The version of the ANSI ASC Xl 2N standard required by HIPAA regulations is: 

A. 3070 

B. 3050 

C. 3045 

D. 4010 

E. 4020 

Correct Answer: D 

 

QUESTION 9

Select the correct statement regarding the administrative requirements of the HIPAA privacy rule. 



A. A covered entity must designate, and document, a privacy official, security officer and a HIPAA compliance officer 

B. A covered entity must designate and document1 the same person to be both privacy official and as the contact
person responsible for receiving complaints and providing further information about the notice required by the
regulations. 

C. A covered entity must implement and maintain written or electronic policies and procedures with respect to PHI that
are designed to comply with HIPAA standards, implementation specifications and other requirements. 

D. A covered entity must train, and document the training of, at least one member of its workforce on the policies and
procedures with regard to PHI as necessary and appropriate for them to carry out their function within the covered entity
no later than the privacy rule compliance date. 

E. A covered entity must retain the document required by the regulations for a period of ten years from the time of it\\'s
creation or the time it was last in effect, which ever is later. 

Correct Answer: C 

 

 

QUESTION 10

Select the correct statement regarding the transaction rule. 

A. The Transaction standards apply to electronic transactions. 

B. ERISA plans are exempted from the standard. 

C. Data stored by a covered entity must meet the transaction standards if the covered entity is directly submitting
standard transactions. 

D. A covered entity (e.g. provider, health plan) may submit non-standard transactions to a clearinghouse that converts
them into standard transactions. In this case the covered entity still needs to store its data in transaction standard
formats. 

E. State Medicaid programs need not meet the same requirements as private health plans. 

Correct Answer: A 

 

QUESTION 11

Which one of the following security standards is part of Technical Safeguards? 

A. Access control 

B. Security Management Process 

C. Facility Access Controls 

D. Workstation Use 

E. Device and Media Controls 



Correct Answer: A 

 

QUESTION 12

A doctor is sending a patient\\'s lab work to a lab That is an external business partner. The lab and the doctor\\'s staff
are all trained on the doctor\\'s Privacy Practices. The doctor has a signed Notice from the patient, In order to use or
disclose PHI, the lab MUST. 

A. Request that the patient sign the lab\\'s Notice of Privacy Practices 

B. Do nothing more -- the activity is covered by the doctor\\'s Notice of Privacy Practices, 

C. Obtain a specific authorization from the patient. 

D. Obtain a specific authorization from the doctor. 

E. Verify that the doctor\\'s Notice of Privacy Practices has not expired. 

Correct Answer: B 
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