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QUESTION 1

What SmartEvent component creates events? 

A. Consolidation Policy 

B. Correlation Unit 

C. SmartEvent Policy 

D. SmartEvent GUI 

Correct Answer: B 

 

QUESTION 2

Your internal network is configured to be 10.1.1.0/24. This network is behind your perimeter R80 Gateway, which
connects to your ISP provider. How do you configure the Gateway to allow this network to go out to the Internet? 

A. Use Hide NAT for network 10.1.1.0/24 behind the external IP address of your perimeter Gateway. 

B. Use Hide NAT for network 10.1.1.0/24 behind the internal interface of your perimeter Gateway. 

C. Use automatic Static NAT for network 10.1.1.0/24. 

D. Do nothing, as long as 10.1.1.0 network has the correct default Gateway. 

Correct Answer: A 

 

QUESTION 3

Fill in the blank. The user wants to replace a failed Windows-based firewall with a new server running GAi. For the most
complete restore of an GAiA configuration, he or she will use the command _______ 

Correct Answer: migrate_import 

 

 

QUESTION 4

How many confidence levels are there for IPS? 

A. four 

B. two 

C. five 

D. three 



Correct Answer: C 

Reference: https://supportcenter.checkpoint.com/supportcenter/portal?eventSubmit_doGoviewsolutiondetails=andsoluti
onid=sk116254 

 

QUESTION 5

The WebUI offers several methods for downloading hotfixes via CPUSE except: 

A. Automatic 

B. Force override 

C. Manually 

D. Scheduled 

Correct Answer: B 

Reference: https://sc1.checkpoint.com/documents/R77/CP_R77_Gaia_AdminWebAdminGuide/html_frameset.htm?topic
=documents/R77/CP_R77_Gaia_AdminWebAdminGuide/112109 

 

QUESTION 6

What happen when IPS profile is set in Detect-Only Mode for troubleshooting? 

A. It will generate Geo-Protection traffic 

B. Automatically uploads debugging logs to Check Point Support Center 

C. It will not block malicious traffic 

D. Bypass licenses requirement for Geo-Protection control 

Correct Answer: C 

It is recommended to enable Detect-Only for Troubleshooting on the profile during the initial installation of IPS. This
option overrides any protections that are set to Prevent so that they will not block any traffic. During this time you can
analyze the alerts that IPS generates to see how IPS will handle network traffic, while avoiding any impact on the flow of
traffic. Reference: https://sc1.checkpoint.com/documents/R76/CP_R76_IPS_AdminGuide/12750.htm 

 

QUESTION 7

The SmartEvent R80 Web application for real-time event monitoring is called: 

A. SmartView Monitor 

B. SmartEventWeb 

C. There is no Web application for SmartEvent 



D. SmartView 

Correct Answer: A 

Reference: https://sc1.checkpoint.com/documents/R80/CP_R80_LoggingAndMonitoring/html_frameset.htm?topic=docu
ments/R80/CP_R80_LoggingAndMonitoring/120829 

 

QUESTION 8

When using Monitored circuit VRRP, what is a priority delta? 

A. When an interface fails the priority changes to the priority delta 

B. When an interface fails the delta claims the priority 

C. When an interface fails the priority delta is subtracted from the priority 

D. When an interface fails the priority delta decides if the other interfaces takes over 

Correct Answer: C 

Reference: https://sc1.checkpoint.com/documents/R76/CP_R76_Gaia_WebAdmin/87911.htm 

 

QUESTION 9

Due to high CPU workload on the Security Gateway, the security administrator decided to purchase a new multicore
CPU to replace the existing single core CPU. After installation, is the administrator required to perform any additional
tasks? 

A. Go to clish-Run cpstop | Run cpstart 

B. Go to clish-Run cpconfig | Configure CoreXL to make use of the additional Cores | Exit cpconfig |Reboot Security
Gateway 

C. Administrator does not need to perform any task. Check Point will make use of the newly installed CPU and Cores. 

D. Go to clish-Run cpconfig | Configure CoreXL to make use of the additional Cores | Exit cpconfig |Reboot Security
Gateway | Install Security Policy. 

Correct Answer: B 

 

QUESTION 10

Check Point Management (cpm) is the main management process in that it provides the architecture for a consolidated
management console. CPM allows the GUI client and management server to communicate via web service using
______. 

A. TCP port 19009 

B. TCP Port 18190 



C. TCP Port 18191 

D. TCP Port 18209 

Correct Answer: B 

 

QUESTION 11

Select the correct statement about Secure Internal Communications (SIC) Certificates. SIC Certificates: 

A. Are used for securing internal network communications between the SmartDashboard and the Security Management
Server. 

B. For R75 Security Gateways are created during the Security Management Server installation. 

C. Decrease network security by securing administrative communication among the Security Management Servers and
the Security Gateway. 

D. Uniquely identify Check Point enabled machines; they have the same function as VPN Certificates. 

Correct Answer: D 

 

 

QUESTION 12

Your main internal network 10.10.10.0/24 allows all traffic to the Internet using Hide NAT. You also have a small
network 10.10.20.0/24 behind the internal router. You want to configure the kernel to translate the source address only
when network 10.10.20.0 tries to access the Internet for HTTP, SMTP, and FTP services. Which of the following
configurations will allow this network to access the Internet? 

A. Configure three Manual Static NAT rules for network 10.10.20.0/24, one for each service. 

B. Configure Automatic Static NAT on network 10.10.20.0/24. 

C. Configure one Manual Hide NAT rule for HTTP, FTP, and SMTP services for network 10.10.20.0/24. 

D. Configure Automatic Hide NAT on network 10.10.20.0/24 and then edit the Service column in the NAT Rule Base on
the automatic rule. 

Correct Answer: C 
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