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QUESTION 1

When the ProxySG uses a virtual URL for user authentication, what must the virtual URL point to? 

A. The IP address of the origin content server 

B. A hostname that the user agent can DNS-resolve to an IP address 

C. None of these answers 

D. The IP address of the ProxySG 

Correct Answer: D 

Reference: https://support.symantec.com/en_US/article.TECH243088.html 

 

QUESTION 2

When must BCAAA be used? 

A. When you need to establish more than one Schannel to increase performance 

B. When the ProxySG cannot directly use APIs that require traditional operating systems 

C. When more than one ProxySG are deployed 

D. When Basic credentials are used 

Correct Answer: B 

Reference: https://origin-symwisedownload.symantec.com/resources/webguides/packetguide/11.5/ 

Content/Topics/overviews/bcaaa-overview.htm 

 

QUESTION 3

Where would you look to find a record of all of configuration changes, as well as which administrator account committed
those changes? 

A. Statistics > Advanced 

B. Active sessions 

C. Event log 

D. Access log 

Correct Answer: C 

 



QUESTION 4

Which Symantec product is best suited for simultaneously administering a large number of ProxySG appliances? 

A. Reporter 

B. PacketShaper 

C. Content Analysis 

D. Management Center 

Correct Answer: A 

 

QUESTION 5

Where in the VPM can you create a unique instance for each certificate? 

A. SSL Intercept layer 

B. Web Content layer 

C. SSL Access layer 

D. SSL Proxy layer 

Correct Answer: C 

 

QUESTION 6

Of the methods that the ProxySG uses to detect file type, which one is usually the most accurate? 

A. Checking the HTTP content type (or MIME type) 

B. Performing an anti-virus scan 

C. Detecting apparent data type D. Checking the file extension 

Correct Answer: A 

 

QUESTION 7

What would happen if the ProxySG did not use surrogate credentials to authenticate users who use transparent proxy
connections? 

A. They would not be able to authenticate to the ProxySG 

B. The ProxySG does not need to use surrogate credentials to authenticate users who use transparent proxy
connections 

C. They would have to reauthenticate for each domain that they access 



Correct Answer: C 

Reference: https://origin-symwisedownload.symantec.com/resources/webguides/proxysg/6.6/
reverse_proxy_webguide/Content/Topics/Tasks/Authentication/surrogate_credentials_co.htm 

 

QUESTION 8

Name three methods by which client configuration can be performed in an explicit ProxySG deployment. (Choose
three.) 

A. Configure the user agent to point to the IP address or hostname of the ProxySG 

B. Configure the user agent to point to the location of a PAC file 

C. Configure the user agent to use WPAD 

D. Use Symantec Management Center to configure the user agent 

E. Configure forwarding hosts on the ProxySG 

Correct Answer: ABC 

 

 

QUESTION 9

Which of the following is NOT a component of a log facility? 

A. Log file 

B. Protocol 

C. Upload schedule 

D. Log format 

Correct Answer: C 

Reference: https://wikileaks.org/spyfiles/files/0/241_BLUECOAT-SGOS_CMG_5.1.4_9.pdf 

 

QUESTION 10

Which services are included in the Intelligence Services Advanced Bundle? 

A. Content categories 

B. Threat risk levels 

C. All of these 

D. Geolocation 



Correct Answer: C 

Reference: https://www.symantec.com/products/webfilter-intelligent-services 

 

QUESTION 11

What rules in a VPM layer are being evaluated, what causes evaluation to stop and proceed to the next layer? 

A. A miss against the trigger in that rule 

B. Neither a miss nor a match 

C. A default policy of Deny 

D. A match against the trigger in that rule 

Correct Answer: C 

 

QUESTION 12

Which built-in tool would you use to monitor external resources? 

A. Sysinfo 

B. Health checks 

C. Event log 

D. SNMP 

Correct Answer: D 
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