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QUESTION 1

Which three log elements are available as variables within the logging system? (Choose three.) 

A. severity 

B. errorcode 

C. sourceip 

D. result 

E. proxyip 

Correct Answer: ACD 

 

QUESTION 2

You are the owner of a small ISP and you would like to lease IVE device access to several of your customers. You own
only one SA 6000. What are two reasons to create an IVS for each subscriber? (Choose two.) 

A. All VS admins can create their own roles and realms that are separate from the other virtual systems. 

B. All VS admins can be virtually separated using virtual IP addresses and VLAN tagging. 

C. All VS admins can upgrade their virtual system without affecting the other virtual systems on the device. 

D. All VS admins can troubleshoot their virtual system using tools such as TCP dump and traceroute. 

Correct Answer: AB 

 

QUESTION 3

Which statement is true about sign-in URLs? 

A. Adding an advanced license adds the ability to specify multiple authentication realms from which a user can select. 

B. When you specify multiple sign-in URLs, each URL can have a unique combination of available authentication realms
from which the user must select. 

C. The default path URL (*/) can be configured to serve a different sign-in page for each hostname that resolves to the
IVE. 

D. If you create multiple URLs that are not in the default path, you must order those URLs below the default path URL. 

Correct Answer: B 

 

QUESTION 4



Which two configuration elements are part of a Host Checker policy? (Choose two) 

A. role mapping 

B. policy rule 

C. role restriction 

D. remediation settings 

Correct Answer: BD 

 

QUESTION 5

You would like to configure your IVE device to provide a secure area for user access where all data is removed when
the session is terminated. Which component of the Juniper Endpoint Defense Initiative provides this functionality? 

A. Host Check Client Interface 

B. Integrity Measurement Verifier 

C. Cache Cleaner 

D. Secure Virtual Workspace 

Correct Answer: D 

 

QUESTION 6

What are two advantages of using an IVS? (Choose two.) 

A. All VS admins can troubleshoot the virtual system using tools such as TCP dump and traceroute. 

B. All VS admin can create their own roles and realms that are separate from the other virtual systems. 

C. All VS admins can be virtually separated using virtual IP addresses and VLAN tagging. 

D. All VS admin can upgrade their virtual system without affecting the other virtual systems on the device. 

Correct Answer: BC 

 

QUESTION 7

Which two types of meetings can you enable at the role level? (Choose two.) 

A. scheduled meeting 

B. troubleshooting meeting 

C. technical meeting 



D. support meeting 

Correct Answer: AD 

 

QUESTION 8

How can a user obtain an eTrust SiteMinder SMSESSION cookie? 

A. The IVE can provide the cookie. 

B. The user can input the cookie manually. 

C. The IVE can grab the cookie from the user\\'s browser. 

D. The administrator can import cookies into the IVE. 

Correct Answer: A 

 

QUESTION 9

What is required for a user to connect to a secure meeting? 

A. Access the meeting through the bookmarks page. 

B. Obtain a valid username and password from the meeting server administrator. 

C. Launch the meeting client, fill out the meeting ID, username, and password, and connect. 

D. Connect to https:///admin and download the client. 

Correct Answer: A 

 

QUESTION 10

Which two statements are true about upgrading clusters? (Choose two.) 

A. Active/passive upgrades do not disrupt network operation. 

B. Active/passive upgrades require less times to complete than active/active clusters. 

C. Active/active upgrades require disabling only one node. 

D. Active/active upgrades disrupt network operation. 

Correct Answer: AD 

 

QUESTION 11

When configuring a realm to require multiple sign-in credentials, which three are valid secondary authentication



methods? (Choose three.) 

A. client certificate 

B. RADIUS 

C. Netegrity 

D. LDAP 

E. Active Directory 

Correct Answer: BDE 

 

QUESTION 12

Which three statements about role mapping are true? (Choose three.) 

A. Role mapping can be based on a user attribute value. 

B. Role mapping can be configured first, before creating the actual roles. 

C. Role mapping can be based on VLAN assignment. 

D. Role mapping can be based on a certificate and its data. 

E. Role mapping can be based on custom expressions. 

Correct Answer: ADE 
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