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QUESTION 1

How long must the operational events be stored in the ePO database before purging? 

A. As defined by the Acceptable Use Policy 

B. As defined by the Risk Management Framework 

C. As defined by the Auditor 

D. As defined by the Data Retention Policy 

Correct Answer: D 

 

QUESTION 2

An organization wants to prevent sensitive data from being uploaded to unauthorized websites. Which of the following
types of protection rule can the DLP Endpoint administrator configure to meet this requirement? 

A. File System Protection Rule 

B. Cloud Protection Rule 

C. Application Protection Rule 

D. Web Post Protection Rule 

Correct Answer: D 

 

QUESTION 3

How can different modules within the DLP agent configuration be enabled? 

A. Use the miscellaneous section 

B. Use the advanced configuration section 

C. Use the application modules section 

D. Use the user interface service section 

Correct Answer: A 

 

QUESTION 4

Following production deployment the DLP Endpoint Administrator begins to receive an increasing number of calls
related to credit card number content detection false positives. Which of the following can the administrator do to reduce
false positives? 



A. Turn on verbose logging 

B. Increase dictionary weights 

C. Increase text pattern thresholds 

D. Use regular expression validators 

Correct Answer: D 

 

QUESTION 5

How would internal users be prohibited from accessing local drives? 

A. Enable fixed hard drive device rule 

B. Enable blocking of local drives 

C. Enable cloud protection rule 

D. Enable monitoring and protection rule for all local drives 

Correct Answer: A 

 

QUESTION 6

To assist with perceived performance issues prior to product installation, the DLP End point Administrator could prepare
by 

A. disabling unused modules. 

B. distributing agent override codes. 

C. establishing a system baseline. 

D. enabling the system watch dog service. 

Correct Answer: C 

 

QUESTION 7

Which encryption type is NOT available when creating a file system discovery rule? 

A. Oracle Digital Rights Management 

B. McAfee Endpoint Encryption 

C. Adobe LiveCycle Rights Management Encryption 

D. Not encrypted 



Correct Answer: A 

 

QUESTION 8

To remove files from quarantine, which of the following is required? 

A. Quarantine release key 

B. Restore from quarantine 

C. Quarantine purge 

D. Agent bypass Code 

Correct Answer: A 

 

QUESTION 9

Prior to editing the production DLP Endpoint Policy a backup copy should be taken as a precaution. Which method can
the DLP Administrator use to backup rules based on User Assignment Groups? 

A. The DLP Policy, File, Export Policy to HTML feature 

B. The DLP Policy, File, Synchronize Templates feature 

C. The McAfee ePolicy Orchestrator Policy Catalog feature 

D. The DLP Policy, File, Save as feature 

Correct Answer: D 

 

QUESTION 10

How does McAfee DLPe classify sensitive content? 

A. Using DLP monitor reaction in rules 

B. Using Tags and Content categories 

C. Using File Extensions 

D. Using Information Protection 

Correct Answer: B 

 

QUESTION 11

Before upgrading to a newer version, which of the following steps should be followed? 



A. Back up the ePO policy catalog for DLP 

B. Uninstall management extensions 

C. Uninstall current DLPe client 

D. Disable unused modules 

Correct Answer: A 

 

QUESTION 12

Which of the following DLP features is associated with designating destinations and sources to protect? 

A. Text patterns 

B. Content Classification 

C. Definitions 

D. Dictionaries 

Correct Answer: C 
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