
 

 

 

 

Vendor:CompTIA

Exam Code:MB0-001

Exam Name:CompTIA Mobility+

Version:Demo

 

 



QUESTION 1

Which of the following technologies is considered PAN? 

A. HSPA+ 

B. Bluetooth 

C. Edge 

D. IR 

Correct Answer: B 

 

QUESTION 2

Which of the following ports is used for relaying email? 

A. Port 21 

B. Port 22 

C. Port 23 

D. Port 25 

Correct Answer: D 

 

QUESTION 3

Company employees are reporting wireless network connectivity issues. Which of the following can cause interference
for the company wireless network? (Select TWO). 

A. Microwave ovens 

B. Refrigerators 

C. Nearby cell phone towers 

D. Vending machines 

E. Bluetooth devices 

Correct Answer: AE 

 

QUESTION 4

A mobile administrator receives a call from Joe, an end user, who finished a successful iOS upgrade while traveling but
none of his data was restored. Joe backed up his data before he left his home network. Which of the following would



cause this issue? 

A. Joe\\'s synchronization software account has not been setup. 

B. The machine does not have Joe\\'s synchronization software installed. 

C. The mobile device backup was corrupt and unable to load. 

D. Joe ran out of signal strength during the restore. 

Correct Answer: B 

 

QUESTION 5

Which answer is a topology that uses multiple access points to communicate with each other to pass data? 

A. Mesh 

B. Filter 

C. Modulate 

D. Backhaul 

Correct Answer: A 

 

 

QUESTION 6

A technician receives a trouble ticket that Joe, a wireless customer, cannot access his email. As part of the
troubleshooting process, the technician gathered information and identified the symptoms. Which of the following is the
NEXT logical step in troubleshooting? 

A. Test the theory 

B. Document findings and outcomes 

C. Establish a theory to determine the cause 

D. Implement the solution 

Correct Answer: C 

 

QUESTION 7

Disabling which of the following jeopardizes device performance if enrolled in an MDM? (Select TWO). 

A. APNS 

B. SSMTP 



C. RDP 

D. ICMP 

E. GCM 

Correct Answer: AE 

 

QUESTION 8

Users are having trouble connecting to the intranet site from one area of the network using mobile devices. Where
should the mobile device administrator begin the troubleshooting process? 

A. Contact the firewall administrator and have them examine the firewall logs 

B. Contact the network administrator and ask them to reboot the router 

C. Contact the webmaster and ask them to restart services on Intranet web server 

D. Contact an end user and attempt to duplicate the problem 

Correct Answer: D 

 

QUESTION 9

Which of the following is the BEST technique to segregate corporate data from personal data on end-user devices? 

A. Use an application that requires multifactor authentication 

B. Use an application to sandbox device content 

C. Require a specific version of TPM 

D. Force all traffic over a corporate VPN 

Correct Answer: B 

 

QUESTION 10

A network administration team will not be able to support an MDM project within the requested timeline. Which of the
following would be the BEST option for deploying the Mobile Device Management software? 

A. Software as a Service Solution 

B. Stand Alone Solution 

C. Private cloud hosted externally 

D. Multi-Instance on Premise Solution 

Correct Answer: A 



 

QUESTION 11

Which of the following is used so that mobile devices can continue to communicate with a mobile device management
service if multiple front-end servers are configured? 

A. Cellular tower 

B. Network load-balancer 

C. Traffic shaper 

D. Proxy server 

Correct Answer: B 

 

QUESTION 12

Forwarding authentication requests to a centralized server would be the role of which of the following? (Select TWO). 

A. RADIUS 

B. APNS 

C. SIEM 

D. TACACS+ 

E. Multifactor authentication 

Correct Answer: AD 
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