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QUESTION 1

Which two options are available to an administrator to bring the MSDP catalog back online in the case of a hardware
problem that caused corruption? (Choose two.) 

A. restore the MSDP catalog from the NetBackup catalog backup. 

B. recover the MSDP catalog from a MSDP catalog backup. 

C. repair the MSDP catalog using the crchk tool. 

D. restore the MSDP catalog from a MSDP catalog shadow copy. 

E. repair the MSDP catalog using the recoverCR tool. 

Correct Answer: BD 

 

QUESTION 2

What must be enabled for NetBackup Accelerator? 

A. None of the above 

B. NTFS change journal 

C. True Image Restore (TIR) with move detection 

D. VsFS change log 

Correct Answer: A 

The NTFS change journal is an optional feature that can enhance the speed of a NetBackup Accelerator backup, but it
is not required. 

 

QUESTION 3

A NetBackup master server has commenced writing four long-running duplication jobs to an AdvancedDisk disk pool.
The value of "Maximum concurrent jobs" for the storage unit and "Limit I/O streams" for the disk pool are both set to 4. 

There are 35 jobs queued on the master server that require this disk pool: 5 replication jobs with priority 9999 10 backup
jobs with priority 999 20 duplication jobs with priority 99 

Two restore jobs that require this disk pool are then submitted with default priority. 

Which job type goes active next? 

A. Backup 

B. Duplication 

C. Replication 



D. Restore 

Correct Answer: D 

 

QUESTION 4

An administrator has an environment with four media servers connected to a single cloud storage server. The
environment has ten application servers and 50 file and print servers that need to be backed up to the same cloud
storage. 

How can the administrator ensure that the application servers have prioritized access to the cloud storage? 

A. add more media servers to the cloud storage server 

B. enable NetBackup Accelerator for the high priority clients 

C. configure separate storage units for the high and low priority clients 

D. configure Throttling in Scalable Storage settings 

Correct Answer: C 

Reference: https://docs.microsoft.com/en-us/azure/architecture/patterns/priority-queue 

 

QUESTION 5

What is the purpose of the Logon and Password settings in the Disaster Recovery tab of a NetBackup catalog backup
policy? 

A. to specify credentials required to access a network share 

B. to encrypt the NetBackup catalog backup data 

C. to require credentials to perform a catalog recovery 

D. to encrypt the disaster recovery file 

Correct Answer: A 

Reference: https://www.veritas.com/support/en_US/article.v42545709_nbu_core_admin_web 

 

QUESTION 6

What is an available sub-type for a disk storage unit? 

A. NDMP 

B. OpenStorage 

C. Media Manager 



D. VTL 

Correct Answer: B 

 

QUESTION 7

A volume is no longer used for backups if it is past its expiration data or has reached its maximum number of mounts. 

A. False 

B. True 

Correct Answer: B 

 

QUESTION 8

Backups can be initiated by many methods. 

Which method does not apply? 

A. As a user scheduled backup. 

B. Manually from the command line. 

C. Manually from the NetBackup Administration Console. 

D. Automatically, based on a policy schedule. 

Correct Answer: A 

 

QUESTION 9

In which scenario is \\'\\'Use Accelerator" unavailable in a backup policy? 

A. for VMware virtual machines with a Linux guest OS. 

B. for virtual machines hosted on a Hyper-V Host using WMI. 

C. for a NetApp NDMP filer. 

D. for an Exchange database availability group (DAG). 

Correct Answer: D 

 

QUESTION 10

An administrator views the following errors from the Detailed Status tab of a failed job in the Activity Monitor. 



Which command should the administrator perform to test the communication between the master server and the client
based on the output? 

A. bptestbpcd 

B. bpclntcmd -self 

C. bptestnetconn -s 

D. nbdb_ping 

Correct Answer: C 

 

QUESTION 11

An administrator needs to store secure tape copies of protected data to an offsite location. 

How can the administrator automatically eject tape media daily and create detailed reports? 

A. encrypt the tapes using software encryption and use a storage lifecycle policy to perform automatic ejects and create
reports. 

B. enable the encryption attribute on the vault policy to perform automated ejects and create reports. 

C. use tape drives that support hardware encryption and use a vault policy to perform automated ejects and create
reports. 

D. use tape drives that support hardware encryption and use a storage lifecycle policy to perform automated ejects and
create reports. 

Correct Answer: C 

 

QUESTION 12

A tape containing valid backup images is damaged and is unusable. The administrator removes the tape from the robot
to avoid trying to use it again for backup or restore operations. 

Which two tasks should the administrator perform next? (Choose two.) 



A. Label the damaged tape. 

B. Delete the damaged tape. 

C. Move the damaged tape to the scratch pool. 

D. Expire all the backup images located on the damaged tape. 

E. Expire all the backup images located on the damaged tape. 

Correct Answer: BE 
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